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I. INTRODUCTION

In early 2011, China announced plans to build a “city-sized cloud computing and office complex that will include a mega data center,” signaling a rapid growth in information technology (IT) spending. Meanwhile, Facebook is building a 300,000-square-foot “server farm” in northern Sweden to store the personal data of its European users. In late 2011, U.S.-based company Amazon.com announced the release of its Kindle Fire tablet, a device that not only backs up all of the user’s information in the cloud, but also uses the cloud to log all of that user’s activity.

As the world becomes increasingly digitalized, concerns arise about the security and privacy of personal and commercial information. This information is being steadily moved to “the cloud,” an Internet-based service that provides consumers with vast amounts of cheap, redundant storage and allows them to instantly access their data from a web-connected computer anywhere in the world. However, this convenience comes with risks such as exposure to hackers and privacy invasion.

This Note will argue that the government regulations currently in place in the U.S., European Union (EU), and China are inadequate to protect the privacy of cloud consumers. The Note begins by defining cloud computing and its ramifications on the privacy of its users. It will then set out laws that govern cloud computing in the U.S., EU, and China, and demonstrate how they are outdated and insufficient to protect cloud users. Finally, this Note will recommend that countries adopt a uniform, updated definition of cloud computing while continuing to develop privacy policy according to their own national and regional interests.

---

II. CLOUD COMPUTING

A. Defining Cloud Computing

The cloud computing model is perceived to be “the future of computing.” However, a debate exists over the formal definition of “cloud computing.” The National Institute of Standards & Technology describes cloud computing as “a model for enabling ubiquitous, convenient, on-demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction.” Generally speaking, cloud computing is the idea that software and data can be accessed as a service on the Internet rather than stored locally on one’s own computer. Cloud computing pledges to overcome problems presented by the “dispersed computing” structure, the traditional model of computing in which each user stores and accesses his personal information on one computer. Electronic mail was the first to transition, closely followed by companies like Google, Amazon, and eBay. The global cloud computing industry is still developing, with a majority of technology experts predicting that by 2020 “most people will access software applications online and share and access information through the use of remote server networks.”

B. Benefits of Cloud Computing

Cloud computing offers five major benefits to both commercial and individual consumers: reduced cost, increased storage, alleviated the depended on information technology (IT) personnel, augmented reliability,
and expanded accessibility. First, most cloud services are “either free or significantly cheaper than more traditional desktop offerings.” Second, cloud computing has eliminated user concerns about a computer’s storage capacity, memory, and updates since applications run directly from the cloud. Thus, hard disk space that would have been taken up by traditional software is available for other uses. Third, business users benefit because IT personnel no longer need to be concerned with keeping software up to date. Fourth, cloud-based services regularly back up files stored on multiple servers so that users never have to worry about losing their data in the event of a hardware failure. Fifth, cloud-based systems allow users to access their information from anywhere in the world where there is an Internet connection.

C. Privacy Issues in the Cloud

Although cloud computing offers many advantages to business and consumer users, significant risks come with the massive amounts of sensitive data handled by cloud providers. One such risk is vulnerability to computer hackers as user data is often transmitted via unencrypted network connections, making the access to obtain users’ private information easy for hackers. Although encryption protecting against hackers is used in some cases of lower-priority cloud services such as email, it only applies during the initial login phase and not during subsequent data transfers. For example, the risk of data breach is increased when users are connected to unsecured public wireless networks, such as those at coffee shops. In addition, because a cloud provider might store the data of multiple users on the same physical equipment, cloud users face the risk of isolation failure,
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i.e., an attack on one person may lead to a “guest-hopping” attack as a result of the inadvertent or intentional commingling of data.24

A factor that exacerbates this issue is the changing societal attitude toward online privacy.25 Younger users “have much less concern about online privacy than older generations,” and “are more likely to embrace the Internet’s interconnectedness and convenience by participating in social networking, sharing digital content, and using cloud services.”26 To them, “values such as cost, convenience, efficiency, and networking” outweigh privacy concerns.27

Cloud users also face possible exposure from cloud providers.28 Institutions such as banks and online merchants are legally liable for online fraud, so they have an incentive to encrypt customers’ data as it is transmitted over the Internet.29 Cloud providers, however, have no such liability concerns even though an email account may have information that is just as sensitive as the information in a bank account.30 One way cloud providers could be forced to standardize encryption is through market pressure. However, due to “widespread (yet understandable) ignorance” of most users31 and the current societal attitudes,32 “[t]here simply isn’t sufficient market demand for these providers to allocate the considerable financial and engineering resources required to [provide] encryption by default for all of their products.”33

Since data is stored on servers worldwide, cloud-based services also bring into play the question of jurisdiction.34 The existing legal structure intended to protect data that flows around the globe is insufficient to protect end users.35 Data privacy laws are not globally uniform, and, as such, “data that might be secure in one country may not be in another.”36 The determination

25 Robison, supra note 9, at 1237.
26 Id.
27 Id.
28 Soghoian, supra note 4, at 378.
29 Id.
30 Id. at 379.
31 Id. at 380.
32 Robison, supra note 9, at 1237.
33 Soghoian, supra note 4, at 380.
34 Lanois, supra note 8, at 44; see also Kevin J. O’Brien, Cloud Computing Hits Snag in Europe, N.Y. TIMES, Sept. 19, 2010, at B4 (noting that India and Malaysia are “growing hubs for cloud computing data centers”).
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of whose law applies to information stored in the cloud may depend on factors such as “the type of user, the location of the user’s computer, the location of the cloud provider’s server(s), or some combination of these variables.” Due to these variables, a user’s privacy may “vary significantly with the terms of service and privacy established by the cloud provider,” leading to the abuse and exploitation of that user’s information.

Another threat to consumer privacy stems from the “ease with which the government can force an application provider to insert a backdoor or flaw in its own products.” For example, China, notorious for its rigid censorship of the Internet, recently demonstrated the extent to which the government could regulate Internet activities. Skype is a “voice-over-IP software program that lets users make free peer-to-peer phone calls and conduct instant messaging over the Internet.” In China, Skype operates through TOM-Skype, a joint venture with Tom Group, and it dominates the Chinese market. The year after TOM-Skype was released, the company admitted that the software contained “a filtering mechanism that prevents users from sending text messages that include banned phrases such as ‘Falun Gong’ and ‘Dalai Lama.’” Skype executives then confirmed that they had simply been complying with local Chinese law, and that other cloud providers such as Microsoft and Yahoo had all done the same. Although government intrusion was a risk before the era of cloud computing, “it has been made more effective, and more difficult to discover through the shift to cloud-delivered software.”
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III. DATA PRIVACY LAWS AND THE NEED FOR REFORM IN THE UNITED STATES, EUROPEAN UNION, AND CHINA

A. European Union

In approaching the privacy issues surrounding cloud computing, the EU has focused on privacy as a fundamental right in developing “minimum standards for the E.U. member states’ . . . data privacy legislation.” The 1995 European Union Data Protection Directive 95/46/EC (EU Directive) “standardized the requirements for the protection of personal information across all the countries within the EU.” Specifically, the EU Directive:

1. limits organizations’ right to collect personal information, including restricting the amount of information to be gathered and limiting such collection to a specific permitted purpose;
2. requires certain organizations to obtain the consent of the data subject prior to using the personal data or disclosing such data to a third party; and
3. regulates transborder flows of personal data, effectively prohibiting organizations from exporting personal data to countries without adequate privacy laws (which includes the United States).

The EU Directive was superseded in 2002 by the Directive on Privacy and Electronic Communications (2002 ePrivacy Directive). As continuation of earlier privacy legislation policy efforts, the 2002 ePrivacy Directive sets forth two main obligations: first, providers of electronic communications services “must take appropriate technical and organizational measures to safeguard security of its services” and, second, EU member states are required to maintain confidentiality of

46 Lanois, supra note 8, at 37.
49 Lanois, supra note 8, at 37.
50 Schick, supra note 47, at 180.
52 Id. art. 4(1).
personal information. More importantly, member states must restrict “listening, tapping, storage or other kinds of interception or surveillance of communications and the related traffic data by persons other than users” unless the user is “provided with clear and comprehensive information.”

Although the update of the EU Directive was a step forward in privacy legislation, it did not provide guidance about “how and when the opportunity to refuse the storage of, or access to the information, needs to be given, leaving each EU Member State . . . free to provide its own interpretation on these issues.”

In 2009, the 2002 ePrivacy Directive was amended to increase individual privacy protections. One major change in the 2009 ePrivacy Directive is the amendment of Article 5(3), which now provides:

Member States shall ensure that the storing of information, or the gaining of access to information already stored, in the terminal equipment of a subscriber or user is only allowed on condition that the subscriber or user concerned has given his or her consent, having been provided with clear and comprehensive information . . . about the purposes of the processing.

Experts are split regarding the actual application of this change and how it relates to the rest of the Directive. One view is that Article 5(3), requiring the user’s consent, conflicts with the Preamble of the Directive, which refers to both the “right to refuse” and “consent.” The Preamble states that users “engaging in any activity which could result in such storage or gaining of access” must have a “right to refuse” the obligation to provide information after being presented with “clear and comprehensive information” regarding such information. Another term requires “the user’s consent to processing.” A right to refuse can be viewed as an “opt-out,” in which “an activity occurs unless the user stops the processing and indicates his opposition.”

In contrast, consent is an “opt-in,” which “implies that no
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activity can occur unless the user has done some act that expresses his consent."63 The varying interpretations of the terms in the amended Article 5(3) and Preamble “may result in significant discrepancies in the laws of the different Member States, the opposite effect . . . of a directive.”64 Another view concerning the inclusion of both of these terms is that the EU meant to “emphasize that the user must be presented with a clear choice and must be able to give ‘any freely given specific and informed indication of his wishes.’ “65 Given the EU’s historical emphasis on personal privacy, the EU most likely fashioned the Directive in order to protect individuals through both opt-in and opt-out measures.

Although experts disagree about the conflicting terminologies, they mutually agree that the 2009 ePrivacy Directive does not answer the question of how the user’s consent will be obtained.66 The 2009 ePrivacy Directive states that “the user’s consent to processing may be expressed using the appropriate settings of a browser or other application.”67 A user would express consent through the settings on his browser so that it reflects his individual privacy preferences.68 However, less sophisticated users are less likely to be aware of their ability to change the default settings chosen by the manufacturer of the Internet browser,69 which is usually set to a low level of privacy protection.70 This assertion is supported by the Data Protection Working Party (Working Party), an independent advisory body on data protection and privacy created by Article 29 of the EU Directive.71 The Working Party issued an opinion stating that “[i]t is a fallacy to deem that on a general basis data subject inaction . . . provides a clear and unambiguous indication of his/her wishes.”72 The question of browser setting choices thus
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63 Id.
64 Id. at 63.
65 Lanois, supra note 8, at 17 (quoting Council Directive 95/46, supra note 48, art. 2).
66 See, e.g., Gilbert, supra note 62, at 62–63 (arguing that the user’s expression of consent through an Internet browser causes confusion).
67 2009 O.J. (L 337) 20 at (66).
68 See Lanois, supra note 8, at 17 (“[W]hen the user has set his or her browser settings to reject cookies, then such a privacy setting would be sufficient to indicate his or her refusal to allow the content provider to store information or gain access to information stored on the computer.”).
69 See Gilbert, supra note 62, at 62–63 (noting that less sophisticated Internet users choose the setting determined by the manufacturer of the product).
70 See Lanois, supra note 8, at 20 (stating that three major Internet browsers have default settings allowing the free flow of cookies, technology used to track users as they browse the Internet).
72 Article 29 Data Protection Working Party, Opinion 2/2010 on Online Behavioral
brings up the question of consent or, more specifically, the extent to which users can consent when they are not aware of what they are consenting to.\textsuperscript{73}

Despite these updates, however, EU legislation remains obsolete.\textsuperscript{74} In 2010, the European Commission (EC) had experts draft a report on the future of cloud computing in the European Union.\textsuperscript{75} The report noted that the current legislation is vague and not inclusive of developments in cloud computing technology.\textsuperscript{76} The findings of the report reflect the legal recommendations made by the European Network and Information Security Agency (ENISA) in their 2009 report, which included a detailed risk assessment of cloud security.\textsuperscript{77} The ENISA Report called for clarification of certain terms as well as the re-examination of concepts such as “transferring data” in light of new technological developments since the 2009 ePrivacy Directive was drafted.\textsuperscript{78}

The USA Patriot Act of 2001\textsuperscript{79} (Patriot Act) presents further barriers to widespread European acceptance of the cloud.\textsuperscript{80} The Patriot Act “expands law enforcement’s surveillance and investigative powers and grants the U.S. government the right to demand data on the grounds of homeland security.”\textsuperscript{81} As a result of the broad right of surveillance granted in the Patriot Act, European customers fear that the U.S. government could gain access to sensitive information in the course of an investigation.\textsuperscript{82} In addition, the EU

\begin{footnotesize}

\textsuperscript{73} Lanois, supra note 8, at 17 (“[C]an informed consent be validly implied if the user has not changed the browser’s default settings that are set to allow all cookies?”).

\textsuperscript{74} See id. at 31 (contending “there is still some uncertainty regarding the extent of the rules within a cloud computing environment” within the European Union).


\textsuperscript{76} See id. at 46 (“[T]here are plenty unsolved legalistic issues yet to be addressed, in particular related to the location of data and / or code.”).


\textsuperscript{78} Id. at 84–85 (calling for clarification of terms such as “Joint Controller,” research about the effect of data transfers to countries that do not meet the security threshold set by the EU Directive, etc.).


\textsuperscript{80} See Denny, supra note 6, at 239 (noting that European companies are hesitant to have their data stored on computers in the U.S. government would be able to easily access that data).

\textsuperscript{81} Lanois, supra note 8, at 24.

\textsuperscript{82} Id.
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Directive puts “stringent standards on the collection of electronic data by the government and by any other entity.” The EU Directive allows information to be transferred outside of the EU only if the receiving country ensures an “adequate” level of protection—the United States is not deemed to be one of these countries.

In order to promote European development of cloud-based services, the U.S. Department of Commerce and the European Commission developed the International Safe Harbor Certification program, which provides a framework of data protection principles. The goal of the Safe Harbor framework is to “permit the transfer of personal data from the EU to the U.S. while assuring an ‘adequate’ privacy protection overseas.” The safe harbor framework allows U.S. organizations to “self-certify” that their standards comply with the EU Directive’s standard of an “adequate level of protection” and also adhere to the Safe Harbor principles: notice, choice, onward transfer, security, data integrity, access, and enforcement. Despite these measures, however, international companies are still hesitant to enter the EU cloud computing market.

B. United States

In contrast to the overarching regulations of the EU, privacy legislation development in the U.S. “has been very fragmented and sector-specific.” In addition, many impediments hinder the judicial and legislative development of privacy protections in the context of cloud computing.

83 Denny, supra note 6, at 239.
84 Lanois, supra note 8, at 27.
87 Lanois, supra note 8, at 29.
88 Id.
89 Shick, supra note 47, at 185.
90 See O’Brien, supra note 34 (noting that it is costly and time-consuming to prepare EU-mandated service agreements between data processors and cloud computing providers located in countries that have not been approved by the EU to provide cloud computing services).
1. The Judicial Perspective

The Fourth Amendment of the U.S. Constitution protects “[t]he right of the people to be secure in their persons, houses, paper, and effects, against unreasonable searches and seizures,” and provides that this right “shall not be violated, and no Warrants shall issue, but upon probable cause . . . .”92 The Fourth Amendment is therefore designed to protect against the search of private documents such as a person’s diary, personal letters, and other property.93 The emergence of cloud computing has led to questions about the extent of Fourth Amendment protections regarding individual privacy in the framework of new technologies.94

Cloud service users often depend on cloud providers to provide sufficient security for their information.95 However, courts have held that the Fourth Amendment doctrine precludes an expectation of privacy when information is provided to a third party.96 The reason for this conclusion is the third-party doctrine, the idea that people have no expectation of privacy in the information communicated with a third party.97 The third-party doctrine was applied in Wilson v. Moreau, in which the court held that a public library employee did not have a reasonable expectation of privacy because “[t]he library was an open and public work environment, the computers were available for public use, the stored documents were accessible to other computer users, and whatever e-mails that were stored in the system had been disseminated or received over the shared network.”98 This case and others applying the Fourth Amendment suggest “that courts are unlikely to enhance privacy protections for cloud computing users.”99 The lack of Fourth Amendment protections in this context may result in “online service providers [being] compelled to reveal their customers’ private documents with a mere subpoena.”100 Thus, although the third party doctrine is not the main reason for the lack of privacy online, its application by the courts “is
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92 U.S. CONST. amend. IV.
93 Soghoian, supra note 4, at 390.
94 Kattan, supra note 19, at 623.
95 See Soghoian, supra note 4, at 375 (noting the extent of data, such as bank account information, that is stored on web-based services).
96 See, e.g., United States v. Miller, 425 U.S. 435, 443 (1976) (“This Court has held repeatedly that the Fourth Amendment does not prohibit the obtaining of information revealed to a third party and conveyed by him to Government authorities, even if the information is revealed on the assumption that it will be used only for a limited purpose . . . .”).
97 Id. at 442.
99 Robison, supra note 9, at 1232.
100 Soghoian, supra note 4, at 391.
certainly the current tool of choice for the government’s evisceration of the Fourth Amendment . . . .”

2. The Electronic Communications Privacy Act and the Stored Communication Act

The Electronic Communications Privacy Act (ECPA) was enacted by Congress in 1986. The ECPA was designed to increase privacy protection in the face of developing technologies by requiring law enforcement to adhere to a higher standard when attempting to access electronic data. Among other provisions, the ECPA prohibits, with some exceptions, attempted or actual interceptions and disclosures of “any wire, oral, or electronic communication.” However, the ambiguous definition of “intercept” depends on an archaic interpretation of “communication.” Intercept is defined as “the aural or other acquisition of the contents of any wire, electronic, or oral communication through the use of any electronic, mechanical, or other device.” This definition should apply to data stored in the cloud, but “courts have struggled to clarify” the meaning of communication. For instance, in United States v. Ropp, the court dismissed charges against an employer who attempted to eavesdrop on the computer activities of one of his employees using KeyKatcher, a program that records the electronic signals generated by depressing keys on a keyboard. The court based its decision on the fact that this interception did not fall under the ECPA’s definition of “electronic communication” because it was stored on local computer hardware, the computer’s Central Processing Unit, and was never transmitted through a network. This ruling was based on the traditional model of computing in which users must actively connect to the Internet, and are only connected for short periods of time. However, in the world of cloud computing, where internet users are always connected, this interpretation of “electronic communication” is no

101 Id.
103 Martin, supra note 24, at 305.
105 Martin, supra note 24, at 305.
107 Martin, supra note 24, at 305.
109 Id. at 837–38.
110 Martin, supra note 24, at 306.
The problem of interpretation here may also cause confusion when applying other parts of the ECPA.

The Stored Communication Act (SCA) was enacted by Congress as part of the ECPA to protect information kept in electronic storage. Congress sought to regulate two primary uses of computer networks: (1) electronic communication service (ECS), which is defined as “any service which provides to users thereof the ability to send or receive wire or electronic communications,” and (2) remote computing services (RCS), which are “intended to provide outsourced computer processing and data storage.”

A remote computing service is defined as “the provision to the public of computer storage or processing services by means of an electronic communications system.” The SCA offers different protections depending on the characterization of the service (ECS or RCS). Data stored with an RCS “receives fewer privacy protections than communications held by an ECS.” Most cloud computing services can fall within the definition of either category, which could potentially lead to confusion in applying the SCA. For messages stored in an ECS for 180 days or less, the SCA requires that law enforcement obtain a search warrant. If the message has been stored for 180 days, law enforcement can gain access using the lower RCS threshold. However, when it comes to nongovernmental entities users may have less privacy control over their personal identifying information such as name, physical and e-mail addresses, and IP address. A service provider “may divulge a record or other information pertaining to a subscriber to or customer of such service to any person other than a governmental entity.” The government can also compel service providers to disclose personal information through an administrative subpoena.
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111 See id. (noting that broadband Internet connections in today’s society “are always on, always connected”).
113 Id. § 2510(15).
114 Robison, supra note 9, at 1205.
116 Kattan, supra note 19, at 631.
117 Robison, supra note 9, at 1208.
118 Martin, supra note 24, at 307.
120 Id. § 2703(b).
121 Robison, supra note 9, at 1208.
123 Id. § 2703(c)(2).
Quon v. Arch Wireless Operating Co. is one example of the difficulty courts face in determining whether a service is an ECS or RCS. In Quon, the Ninth Circuit held that a text-messaging service was an ECS despite the fact that the service provider had archived the messages and offered remote messaging services. When determining that the service was an ECS, the court relied on the legislative history of the SCA. Unfortunately, this legislative history dated back to 1986, and the law was formed based on the definitions of technology at that time. The court’s approach thus relies on definitions based on obsolete technology in an environment where these distinctions no longer matter.

These issues with interpretation of the SCA demonstrate that it “fails to provide a clear framework for understanding whether a user has a reasonable expectation of privacy in his communications stored in the cloud.” Therefore, although the ECPA does provide certain privacy protections against law enforcement, it has not caught up to the advancements introduced by cloud computing.

3. The Computer Fraud and Abuse Act

In 1986, Congress passed the Computer Fraud and Abuse Act (CFAA) in order to address computer hacking, but it has been broadened to include both civil and private rights of action for breaches of the Act. The CFAA prohibits
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124 Quon v. Arch Wireless Operating Co., 529 F.3d 892 (9th Cir. 2008).
125 Id. at 902.
126 Id. at 901.
127 Id.
128 Martin, supra note 24, at 307.
129 Kattan, supra note 19, at 645.
130 See, e.g., 18 U.S.C. § 2515 (2006) (prohibiting law enforcement from the use of illegally intercepted wire or oral communication); 18 U.S.C. §§ 2516, 2518 (requiring that law enforcement follow a detailed process to obtain authorization to intercept communication).
131 Kattan, supra note 19, at 648 (“In 1986, when ECPA was passed, the Internet consisted of a few thousand computers . . . . There were no web pages, because the web had not been invented. Google would not be founded for another decade. Twitter would not be founded for another two decades.” (quoting ECPA Reform and the Revolution in Cloud Computing: Hearing Before the Subcomm. on the Constitution, Civil Rights, and Civil Liberties of the H. Comm. on the Judiciary, 111th Cong. 2 (2010) (statement of Edward W. Felten, Professor of Computer Science and Public Affairs at Princeton University))).
the unauthorized access and disclosure of data that “could be used to the injury of the United States,”

(2) unauthorized acquisition of data from financial institutions, U.S. agencies, or a private computer used in interstate commerce,

(3) unauthorized access to a U.S. department or agency computer,

(4) unauthorized access to a protected computer with knowledge and the intent to defraud and obtain something of value

(5) the intentional damage of a protected computer, or an intentional transmission of a program that causes damage to a protected computer

(6) the intentional trafficking of passwords of protected computers with an intent to defraud, or

(7) the threat to damage a protected computer with the intent to extort something of value.134

Although the CFAA “seems to create a powerful deterrent to most computer crime,” it lacks the force to be an effective deterrent to cybercrime.135 For instance, felony penalties are only triggered when the damage exceeds $5,000 within a one-year period.136 However, actual damage is often “difficult to ascertain or quantify,” and programs that are installed on one date may not cause harm until much later.137 Thus, it would seem that the CFAA is yet another privacy law that needs to be updated to conform to the current cloud computing framework.

C. China

Like the United States, China has passed some sector-specific laws,138 but cloud computing has not been directly addressed by Chinese law.139 However, there are some sector-specific laws that could still apply to the

135 Martin, supra note 24, at 308.
137 Martin, supra note 24, at 308.
cloud computing structure. First, Article 12 of the Ministry of Information Industry’s Administration of Internet Electronic Messaging Services Provisions states “[e]lectronic messaging service providers shall maintain the confidentiality of the personal information concerning the online subscribers and may not disclose the same to third parties without the subscribers’ consent . . . .” Second, Article 7 of the Computer Information Network and Internet Security, Protection and Management Regulations states “[t]he freedom and privacy of network users is protected by law,” adding “[n]o unit or individual may, in violation of these regulations, use the Internet to violate the freedom and privacy of network users.” This regulation could be applied to cloud computing to protect against Internet hackers and viruses. Another provision that could protect against hackers is Article 18 of the Implementation Rules for Provisional Regulations of the Administration of International Networking of Computer Information in the People’s Republic of China, which states:

Internet users are forbidden from entering certain computer systems without permission and illegally changing [third party] information; distributing malicious information, giving out information in other people’s names and violating others’ privacy through networks; developing and spreading computer viruses[,] and engaging in other activities in violation of legitimate rights and interests of networks and individuals.

Another potentially applicable regulation is the Interim Administrative Measures on Internet-based Transactions of Goods and Related Services (Interim Measures), which focuses on business-to-consumer (B2C), business-to-business (B2B) and consumer-to-consumer (C2C) activities.  

140 Id.
144 Interim Measures for the Trading of Commodities and Services through the Internet (promulgated by the State Administration for Industry and Commerce, May 31, 2010,
Although the Interim Measures are aimed at regulating e-commerce sites such as Taobao.com (C2C) and alibaba.com (B2B), its existence may indicate a trend toward regulation and increased consumer advocacy in China. Thus, Chinese consumers may have their privacy protected against private corporations, but enjoy no such protection against the Chinese government.

In the absence of clear legal guidelines specifically addressing cloud computing, the context in which the Internet and consumer privacy has developed should be analyzed. In 2009, the International Data Corporation (IDC) estimated that only four percent of Chinese businesses were using cloud-based services. This is, in part, because China’s large state-owned businesses want to maintain control of IT assets, and are, therefore, suspicious of third-party services, such as cloud computing. However, although its usage of web-based technology “lags badly,” the fact that China has the world’s largest population of Internet users, and increasing Internet sophistication may play a factor in the development of cloud computing in China’s business sector.

Despite most Internet users’ suspicion of the cloud, cloud computing development “benefits from a favorable policy environment in China.” China’s Ministry of Industry and Information Technology (MIIT) has focused on cloud computing as a “key project” in China’s technological development. In 2010, the MIIT chose Beijing, Shanghai, Shenzhen, Hangzhou, and Wuxi to lead the way in cloud computing and development, and up to two trillion yuan in government funds are being devoted to telecommunications infrastructure investment. China’s city governments


147 Id.


151 Henry Acland, China Focus: The Virtualization of a Nation, Cloud Computing in China
also have announced plans for significant investment in cloud computing development.152 In addition, the Chinese government, recognizing that cloud computing, as a developing industry, is lacking in regulation, has also pledged to develop more cloud regulations in the future.153

The Chinese government’s eager endorsement of cloud computing may cause conflict with its privacy policy, which is widely recognized as the world’s strictest in regards to internet freedom.154 Although China’s Constitution provides for freedom of speech,155 China has zealously practiced internet censorship in the name of national security.156 In fact, China has enacted certain laws that permit the Chinese government to attain this private information in the name of state security.157 These laws prohibit information that endangers state security, deteriorates to the state’s honor, causes ethnic oppression, disseminates rumors that disrupt social stability, spreads pornography, undermines state religious policy, or “preaches the teachings of evil cults.”158 The terms of these regulations are “needlessly vague,” which results in over-censoring since users lack adequate guidelines as to what is or is not appropriate.159 While Chinese regulations signal a trend toward consumer protection against corporations, no protection is offered against government intrusion. This discrepancy could hinder the development of cloud computing in China, especially as its increasingly Internet-savvy population moves its data to the cloud.
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IV. CORPORATE COMPLICITY

Cloud users may also be subject to government intrusion via the cloud providers who protect their private data. For instance, China’s censorship laws impose obligations on foreign internet content providers, such as Yahoo and Microsoft. In 2006, the Chinese government succeeded in forcing Microsoft to shut down the blog of an outspoken government critic, Zhao Jing. In 2005, Chinese journalist Shi Tao was sentenced to ten years in prison for sending “state secrets” to foreign websites through his Yahoo account. The arrest was made possible by Yahoo’s offices, which handed over the information that was ultimately used to identify the account holder. Due to the Chinese government’s strict censorship policy, cloud computing corporations operating in China may have to compromise their customers’ privacy in order to satisfy the government’s demands.

Cloud computing consumers in the U.S. and the EU may also be affected by such government-mandated corporate intrusion, though it may not be as overt as the cases in China. Although American companies profess a devotion to their customers’ privacy to the press, critics argue that the only privacy interest actually being protected is the companies’ “own collection and commercial use of customer data and the extent to which they share it with other companies.” Customers are therefore not protected from intrusion by the government, and “firms are now regularly compelled to modify their products in order to facilitate the government’s interest in surveillance and search.” For example, a U.S. statute requires that both ECS and RCS providers must notify authorities upon learning of the presence of child pornography on their servers. Cloud providers are therefore obligated to “review content that has been flagged by their users or
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other third parties." They are not, however, obligated to seek out such materials, although several ISPs have chosen to do so. Critics argue that this approach could lead to questionable information gathering because “once a technical infrastructure has been designed and deployed, service providers are not in a position to limit the extent to which they can be compelled to use it.”

Adopting a zero data retention policy is one way that cloud computing providers could protect customers’ privacy. When no information about the customer is stored, no information is available to the government. Despite the fact that the costs of keeping data are increasingly cheap, the costs incurred by cloud providers through lawsuits and data breaches may provide a financial incentive for corporations to delete data. Although some ISPs in Sweden have enacted zero data retention policies in response to customer demands, none of the major American ISPs or telecommunications carriers have done so. As a result of the adoption of the zero data retention policies in Sweden, the head of the Swedish Police’s National IT crime unit noted that it has become “harder for the police to track down criminals carrying out serious crimes.” This response could echo the American government’s likely argument that if they were not able to force cloud providers to reveal customers’ information, it would be much more difficult to catch pedophiles and terrorists.

Cloud computing has made government intrusion cheaper and easier to obtain than ever. A zero data retention policy may be available to corporations, but they are unlikely to adopt that policy because of business models such as Google’s, which “mines” the data of its users to provide targeted advertisements and generate revenue for itself. Thus, what is likely the most effective way to protect consumer privacy is through an overarching legal structure such as that of the EU.

169 Soghoian, supra note 164, at 202.
170 See, e.g., United States v. Richardson, 607 F.3d 357, 362–63 (4th Cir. 2010) (noting that AOL developed a program to scan its customers’ email attachments of child pornography).
171 Soghoian, supra note 164, at 203.
172 Id. at 209.
173 Id. at 214.
175 See Soghoian, supra note 4, at 398 (“A move to encrypted cloud-based services will likely lead to a significant reduction in the ease with which law enforcement agents can obtain the private files of suspects.”).
176 Id. at 396.
V. INTERNATIONAL SOLUTIONS

A. Barriers to International Cooperation

Cultural standards may affect each region’s approach to privacy legislation. For example, in the U.S., “Americans have been less likely than Europeans to turn to the government to regulate private enterprise, instead relying on the market or new technologies to address public concerns about commercial activity.” In contrast, the EU’s policy of strict protection of personal privacy is shaped by the brutal events of World War II. In China, less concern about personal privacy may be a result of the collectivist society, which calls for the sacrifice of personal privacy to benefit group efforts. However, although privacy has not traditionally been valued in China, the concept of privacy may be gaining currency as Western technology and attitudes continue to infiltrate Chinese society. The changing attitudes of the Chinese may be useful in drafting a cloud computing privacy policy that could be applied globally.

The cultural discrepancies between these three diverse regions may be offset by the integration of the U.S., EU, and Chinese economies, which is reflected in areas such as “the number of corporate offices in each other’s jurisdictions and the significant personal data flows between the two economies.” Another important economic factor that may affect international cooperation in the area of cloud computing privacy policy is the “entangled and dependent” relationship between the U.S. and China.
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Although the relationship is complicated and strained,\textsuperscript{184} the interconnectedness of these two countries’ economies may provide incentives for both the U.S. and China to maintain a good relationship.

\textbf{B. Proposals to Ensure Privacy in Cloud Computing}

In order to address the issues of privacy in the cloud, several industry, nonprofit, and government-sponsored groups have released proposals that should be considered in drafting a policy about this topic.

One example of such a proposal is the Communication, subtitled “A comprehensive approach on personal data protection in the European Union” (EU Communication), issued by the European Commission to the EU Parliament and the Council in November 2010.\textsuperscript{185} The EU Communication addresses the effects of cloud computing on privacy law, noting that changes will have to be made to legislation based on the international nature of data stored in the cloud.\textsuperscript{186} In addition, the EU Communication maintains the privacy focus of previous legislation but emphasizes that changes such as increased transparency to consumers need to be made in order to ensure personal privacy.\textsuperscript{187}

An alternative proposal is Microsoft’s Cloud Computing Advancement Act, a legislative and industry initiative designed to “promote innovation, protect consumers, and provide the [E]xecutive [B]ranch with the new tools needed for a new technology era.”\textsuperscript{188} Noting that the ECPA was enacted before the invention and utilization of current cloud technologies, the proposal advocates for an update to the ECPA to fill in the legal gaps in the current statute.\textsuperscript{189} The proposal also calls for bilateral and multi-lateral discussions between countries, with Congress taking the lead in the U.S. in helping “build consensus with other parliamentary holders.”\textsuperscript{190}
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In terms of practical considerations, the first step for nations concerned about the privacy implications of cloud computing is to agree on a uniform definition of cloud computing. This definition should be updated with regularity so that legislation can keep up with the rapid developments that are to come as the cloud computing industry develops. Only with regular assessments about the applicability of existing law can cloud users be adequately protected.

Along with regular updates, international actors should emphasize personal privacy as a focus of legislation regarding cloud computing. The EU should build on its current policy of stringent privacy protection while striving to update its obsolete legislation. The 2009 ePrivacy Directive should be updated, taking into consideration the recommendations of proposals, such as the EU Communication. New policy should also seek to change the attitudes of European cloud users so that they feel more secure in storing their information in the cloud.

In the U.S., Congress should eliminate the SCA’s ECS and RCS categories and the distinction between how these two categories are treated because they are outdated and confusing for courts to apply. Furthermore, the ECPA should undergo a comprehensive overhaul that will result in a final product that reflects developing technologies and the privacy implications that go along with those developments. Punishments for violations under the ECPA and the CFAA should, also, be reevaluated and made more severe; the existing punishment structure has not proven to be a clear deterrent against malicious online activity.

While arguing that China should adopt a privacy policy that promises privacy from both the government and private corporations is easy, expecting the Chinese government to loosen its censorship in the face of new technologies is unrealistic. American privacy law has had over two hundred years to develop, while China is still a maturing nation that has not had the time to develop their privacy framework. Thus, the best step may be to allow privacy protection in China to develop alongside cloud computing, letting market forces govern how privacy legislation is shaped. By hesitating to block Google completely following a showing of support by Chinese citizens, the Chinese government has already shown that it is cognizant of foreign cloud providers as well as the attitude of its citizens.

Although government participation is important, cloud providers must protect the rights of its customers against the government and against themselves. To that end, cloud providers should adopt policies that limit the
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amount of data that they can retain. Although a zero retention policy is likely unrealistic, a policy that strikes a balance between government interests and personal privacy would prove beneficial to all parties.

VI. CONCLUSION

As more and more of our information is moved to the cloud, sources of intrusion increase: hackers, corporate data mining, and government surveillance. Information that was once only available on one computer is now spread out on worldwide servers, bringing questions of jurisdiction and data safety.

The legislative framework in the U.S., EU, and China are not equipped to deal with the new technology presented by cloud computing. While legislation in the U.S. and EU are obsolete in the context of privacy in modern cloud computing, the Chinese government has no provisions for privacy against online government intrusion. Corporations, also, play a role in assisting governments in violating the privacy of its citizens.

In order to update cloud computing legislation with modern notions about personal privacy, cooperation needs to happen at the international level. Following international discussions on the definitions and implications of cloud computing, national legislators should implement laws that update modern Internet personal privacy, addressing issues such as increased punishment for violations and outdated definitions.